
 
 
 
 
Guidance for Developing a Research Data Management  
(RDM) Policy

This document provides the essential elements of a Research Data Management (RDM) Policy and is part 
of the LEARN Toolkit containing the Model Policy for Research Data Management (RDM) at Research 
Institutions/Institutes.

The elements below may be used to define research data, explain RDM, illustrate workflows, point out 
benefits and give information about funding agency requirements. Please note that in order to facilitate 
the measurability of the policies and their impact, they should be created in a machine actionable format. 
Furthermore, indicators may be used for automated validation processes.

Elements Description

Header info
Document title

Institutional logo

Title of policy Description of the pursued issue

Subtitle If necessary: extension of the title

General remarks 

before getting 

started

> Research data is one part of the knowledge capital of research institutions. In data-driven science, good 
data management promotes discovery, efficiency, and increases reliability by ensuring consistent quality 
with a high level of comparability. The policy may be strongly connected to strategic alignments and strategic 
management. It could help in building the bridge from technical requirements to skills and competencies.

> Research data management is considered as a whole in the policy 
(including research records, methods, software, code etc.).

> These principles will determine the organisation’s behaviour. 

> These principles also apply to the behaviour of individuals within the institution.

> The policy (with annexed documents) should contain definitions, indicating answers to these questions:  

• What is “research data”?

• What is “research”?

• Who is a “researcher”?

> The following should be clear:

• Authorship of the policy. It should be clear who defines the policy (“the 
speaking entity”) and why this entity (author of the policy) defines the 
policy. What is the role of “the speaking entity” (authorship)?

• Aim of the policy. Why does a research institution/institute have a policy? What 
is the goal of the policy? What does the institution want to achieve?

• Subject. According to the statutes of the institution and its published 
guidelines: What is the subject of the policy?

can exist as gradations of raw data, processed data (including negative and inconclusive results), shared 
data, published data and Open Access published data, and with varying levels of access, including open 
data, restricted data and closed data. 

Three further approaches, each dealing with different aspects of research data, may help to find the proper 
definition for individual research institutions:

a. According to the LERU Roadmap for Research Data4 (LERU Research 
Data Working Group, Advice Paper No. 14 – December 2014):

“Research data, from the point of view of the institution with a responsibility for managing the 

data, includes: All data which is created by researchers in the course of their work, and for which 

the institution has a curational responsibility for at least as long as the code and relevant archives/

record keeping acts require, and third-party data which have originated within the institution or 

come from elsewhere.”

b. The Australian Griffith University5 presents the following definition6:
“Research data are factual records, which may take the form of numbers, symbols, text, images 

or sounds, which are used as primary sources for research, which are commonly accepted in the 

research community as necessary to validate research findings.”

b. The University of Minnesota7 definition of research data8:
“Research data are data in any format or medium that relate to or support research, scholarship, 

or artistic activity. They can be classified as: 

•  Raw or primary data: information recorded as notes, images, 

video footage, paper surveys, computer files, etc.

•  Processed data: analyses, descriptions, and conclusions prepared as reports or papers

•  Published data: information distributed to people beyond those involved in data acquisition  

and administration.”

4 LERU: http://www.leru.org/files/publications/AP14_LERU_Roadmap_for_Research_data_final.pdf; last accessed 14/2/17.
5 Griffith University: https://intranet.secure.griffith.edu.au/__data/assets/pdf_file/0003/716106/ARI_DataManagement_Pt1_Apr2015.pdf; last 

accessed 14/2/17.
6 See also: Ingrid Dillo – Data Archiving and Networked Services (DANS), Certification as a means of providing trust, Florence, Fondazione 

Rinascimento Digitale, 2012 and Data Management at UTSA.
7 University of Minnesota: https://www.lib.umn.edu/datamanagement/whatdata ; last accessed 14/2/17
8 See also: Ingrid Dillo – Data Archiving and Networked Services (DANS), Certification as a means of providing trust, Florence, Fondazione 

Rinascimento Digitale, 2012.
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Handling 

research data

Refers to Point 4 of 

the Model Policy

> This section refers to all processes for dealing with one’s own and other 
people’s data throughout and after the scientific discovery process.

> The policy refers to any research data generated within the institution, for 
instance in education, cultural heritage and institutional management.

> It is important to define how research data are to be changed, documented, 
used, secured, archived, publicized and the conditions under which data may 
subsequently be used. Thus, this section reflects the FAIR data principles, 
meaning that data are Findable, Accessible, Interoperable and Re-usable.

> It should be clear which exceptions exist in the policy and to what extent they 
apply. This may also concern the “right to be forgotten” (deletion of data). 

> Concerning deletion (deleting): This defines which data can 
or must be deleted and who decides to carry this out.

> Concerning retention of data: The minimum recommended period for retention of 
research data is 10 years. However, in some particular cases it should be considered that:

• for short-term research projects that are for assessment 
purposes only, such as research projects completed by 
students, retaining research data for 12 months after 
the completion of the project may be sufficient 

• for some research projects retaining research data for 15 
years or more may be necessary (e.g. clinical trials)

• for other areas (e.g. gene therapy, seismological data), 
research data must be retained permanently 

• if the work has community or heritage value, research data should 
be kept permanently, preferably within a national collection

> The policy should contain a statement showing which policy takes 
precedence when research is funded by external funders, and showing the 
expectations placed by the institution on external research partners.

> Concerning storage and access: The policy should address where data 
will be stored and how it will be accessed. If possible, there should be a 
recommendation for the use of institutional research infrastructures.

> If needed or foreseen, regulations for

• open data

• restricted data

• and/or closed data should be specified

Preamble 

Refers to Point 1 of 

the Model Policy

The preamble describes the context: 

> It is an introductory statement or a description of an initial situation. 

> It defines why there should be a policy and how to contextualize it within the institution. This part has to 
be localised by each institution and aligned with the prevailing philosophy and mission of the institution.

> Scientific disciplines and organizations produce and manage different types of 
materials which might have different guiding principles. It is essential that consistency 
is brought to the field in the form of research institution/institute-level policies. 

> The fundamental truths or propositions that serve as the foundation for 
the chain of reasoning of the policy should be described.

Jurisdiction

Refers to Point 2 of 

the Model Policy

> The scope of the policy must be defined according to space and time. 

> The relationship between the policy and research institution/institute and non-research 
institution/institute guidelines and statutes must be clarified in the policy. 

> Compliance with legal and contractual provisions must be maintained.

Intellectual 

Property Rights 

Refers to Point 3 of 

the Model Policy

According to the FAIR principles, the fundamental purpose of rights 
definition is to encourage re-use and collaboration. 

> In this section, rights must be defined according to the questions:

• Who owns research data? 

• And who holds rights in such data? 

This is a fundamental question. With regard to research data protected 
by law, this question can be answered by legal advisers. 

> The following aspects must be considered: 

• terms of use

• questions of licensing and subsequent use of data

• data protection aspects, including relevant legal requirements

• privacy rights, usage rights, exploitation rights and copyrights 

> In cases where no law fittingly applies to a specific piece of research 
data, the policy will apply to intellectual property rights, etc. 

> The policy must take into account all contracts made with funders, as well as 
contracts between researchers and their institutions, which have precedence.

You might include the following sentence:

The research institution will make research data available under an open licence, unless legal 
obligations, third party rights, intellectual property rights and privacy rights preclude this. The 
licence is selected according to the type of data and in order to label the data and facilitate its 
utilization. An example for a Source Code Licence would be the General Public Licence (GPL). 
For all other kinds of data, CC0 or CCBY licences can be used. Data which are not subject to 
any copyright restrictions should be clearly marked as such with for instance the Creative 
Common Public Domain Mark. In some cases copyright belongs to the institution that employs 
the researcher, so there may be a question regarding who has the right to choose a licence.
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Evaluation Grid of RDM Policies in Europe 

Between July 2015 and June 2016, the Library of the University of Vienna (as the leader of Work Package 
3 – Policy Development and Alignment of the LEARN Project) collected and analysed over 40 European 
RDM policies. In the course of this preparation phase it became obvious that in many countries (especially in 
continental Europe) there have been published hardly any guiding principles regarding RDM. After a further 
selection process, 20 policies were examined more closely based on (identified) format and content-related 
criteria. Using the following analysis grid, 11 RDM policies from the United Kingdom, four from Germany, 
one from the Netherlands and four from Finland (see list at the end of this document) were evaluated and 
checked for possible significant changes during this period at regular intervals. This compact overview is 
also supplemented by a detailed evaluation of the selected policies with extensive comments (see below).

Criteria Status - Overview

Number of institutions: 20
It was NOT taken 

into consideration

It was PARTLY 

taken into account

It has been 

CONSIDERED

Authorship ||| |||| |||| ||| ||||

Validity || |||| |||| || |||| |

Review |||| |||| || ||| ||||

Subject |||| |||| |||| |||| |

Scope and coverage |||| || |||| |||| |||

Preliminaries and definitions || |||| |||| |||| |||

Institutional awareness, support and services |||| || |||| |||| |||

Objectives (“what and how”) |||| |||| ||| |||| ||

Roles and responsibilities |||| |||| |||| |||| |

DMP | ||| |||| |||| |||| |

Costs |||| || |||| |||| |||

External |||| |||| ||| |||| |||

Ownership |||| |||| |||| ||||

Retention |||| |||| |||| |||| |

Deletion |||| |||| |||| || || |

Legal aspects |||| ||| |||| |||| ||

Ethics || |||| |||| |||| ||||

Open data / restricted data / closed data || |||| |||| || |||| |

Storage and access | |||| ||| |||| |||| |

Metadata curation |||| ||| |||| |||| |||

Exceptions |||| ||| |||| |||| ||

Research infrastructure |||| |||| |||| ||||

Long tail of data / head of project data |||| |||| |||| ||| ||

Educational data |||| |||| |||| ||||

Cultural heritage |||| |||| |||| ||||

Responsibilities, 

Rights, Duties

Refers to Point 5 of 

the Model Policy

> This section defines the coverage of the policy:

• institutional

• faculty-wide (or other organizational units)

• discipline-wide

• group(s) of people covered: such as research staff, research support staff, IT services, students

> The scope and coverage of the policy should be checked:

• Does the policy include all research data? 

• Does the policy include/exclude a selection of the non-digital results of research processes?

> Regulations concerning the responsibilities, rights and duties of the following 
persons and institutions should be formulated with regard to research data: 

• researchers and research data producers (e.g. PhD students)

• funders and funders’ regulations (the policy should acknowledge that funders have rights 
and regulations, and show that these will be given precedence where appropriate)

• institutions

• research supporting entities (for example, libraries, IT services, research support centres, etc.)

> If necessary, there should be a recommendation for institutional research infrastructure.

> Questions around the costs of RDM (including stewardship of data) as stated in 
a data management plan (DMP), as well as who bears those costs, should be well 
defined. This could also include costs that occur after a project has ended.

> It is important to define roles, responsibilities and competencies in order 
to assign objectives and define time frames. Relevant questions:

• Who is in charge of ensuring legal compliance? 

• Who will provide legal advice?

• Who is in charge of the quality of the content?

• Who is in charge of defining acceptable formats?

• Who is in charge of maintaining the currency of formats over time?

• Who will provide technical support?

• Who will promote services?

• Who will provide training?

Approval of the 

policy, periodic 

review, validity 

and timeline

Refers to Point 6 of 

the Model Policy

> This pertains to the date of release of the policy and how long the current 
policy will be valid. This can be done on a regular basis, which may be externally 
defined, or based upon needs. The key dates must be included.

> The policy should be subjected to periodic review. The changes in each revision must be listed. 

> The relevant questions here are: 

• How long are the terms of the policy valid? 

• Who/which body is responsible for reviewing and updating the policy?

• What should be done after the end of the defined timeline or period?

Footer info

• Page number

• Version number

• Status 

• etc.

Annexes

Refers to Annex 

of Model Policy

• Definition of key terms

• Excerpts from / links to relevant funder policies or expectations

• List of related institutional policies (with links)

See also the LEARN Project Glossary: http://learn-rdm.eu/en/dissemination/glossary/; last accessed 12/2/17
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