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Abstract—The fluid antenna system (FAS) holds big promise in
wireless communications due to the ability of reconfiguring the
antenna position to enhance the spatial diversity. In this paper,
we propose an anti-jamming communication scheme that exploits
the FAS to combat a malicious jammer, which intentionally
sends jamming signals to interfere with the legitimate receiver.
In contrast to the conventional anti-jamming communication
schemes that rely on antenna arrays to mitigate the unintentional
signals, the proposed scheme uses the FAS at the receiver
side which has multiple open ports sharing a single radio-
frequency chain. By rapidly switching the active port, the FAS
receives multiple different faded signals which can be carefully
combined to improve the desired signal strength and suppress
the jamming signals. Considering the practical imperfections
of the jamming channel, we formulate a worst-case achievable
rate maximization problem by jointly designing the transmit
beamforming and the receive combining coefficients, subject
to the general power constraints. We derive the semi-closed-
form solutions to the formulated non-convex problem, which
remarkably reduces the computational complexity. Numerical
results demonstrate the proposed scheme is robust to channel
imperfection, and the achievable rate outperforms that of the
conventional fixed-position antenna schemes which have multiple
antennas and multiple radio frequency chains.

Index Terms—Anti-jamming communication, fluid antenna
system, port switching, receive combining, robust beamforming.

I. INTRODUCTION

Wireless communication systems are inherently vulnerable
to jamming attacks due to the open nature of wireless propaga-
tion. Conventional anti-jamming strategies such as frequency
hopping (FH), direct-sequence spread spectrum (DSSS) [1],
jamming cancellation [2] have been widely adopted to mitigate

Copyright (c) 2025 IEEE. Personal use of this material is permitted.
However, permission to use this material for any other purposes must be
obtained from the IEEE by sending a request to pubs-permissions@ieee.org.

The work of H. Xu was supported by National Natural Science Foundation
of China under Grants 62501152 and U25A20398, and also by the Fundamen-
tal Research Funds for the Central Universities under grant 2242025R10001.
(Corresponding authors: Zhengfei Qu and Hao Xu.)

Junshan Luo and Yonggang Zhu are with the Sixty-Third Research Institute,
National University of Defense Technology, Nanjing 210007, China (e-mail:
luojunshan10@nudt.edu.cn)

Zhengfei Qu is with the College of Electronic Science and Technology,
National University of Defense Technology, Changsha 410005, China (e-mail:
quzhengfei2023@163.com)

Hao Xu is with the National Mobile Communications Research Laboratory,
Southeast University, Nanjing 210096, China (e-mail: hao.xu@seu.edu.cn)

Kai-Kit Wong is with the Department of Electronic and Electrical Engi-
neering, University College London, WC1E 7JE London, U.K., and also with
the Department of Electronic Engineering, Kyung Hee University, Yongin-si,
Gyeonggi-do 17104, Republic of Korea. (e-mail: kai-kit.wong@ucl.ac.uk).

Hyundong Shin is with the Department of Electronics and Information
Convergence Engineering, Kyung Hee University, Yongin-si, Gyeonggi-do
17104, Republic of Korea (e-mail: hshin@khu.ac.kr).

the intentional interference . In the spatial domain, beamform-
ing with multiple-input multiple-output (MIMO) can be further
incorporated to nullify jamming signals arriving from specific
directions [3]. However, these methods often require multiple
radio-frequency (RF) chains and dedicated modulators, leading
to increased hardware cost, power consumption, and in the
case of DSSS/FH, bandwidth expansion, making them less
suitable for compact, energy-constrained devices.

Recently, the fluid antenna system (FAS) has emerged as a
promising technology to enhance spatial diversity with limited
RF chains [4]. By dynamically adjusting the active antenna
port, the FAS can exploit channel variations to improve signal
quality and mitigate interference. Although the concept of
FAS was first mentioned in the antenna community [5], [6],
only in recent years, the potential of the FAS to improve the
performance of the wireless communications has been partially
unveiled. Prior works on FAS have mainly focused on perfor-
mance analysis [7], diversity gain [8], capacity optimization
[9], physical layer security [10], [11], and integration with
other advanced techniques [12], [13]. However, the potential
of FAS for anti-jamming communication remains largely unex-
plored, particularly under practical impairments such as chan-
nel estimation errors. This constitutes a critical research gap,
as the intrinsic ability of FAS to rapidly reconfigure its active
ports and exploit deep fades in the jamming channel offers a
fundamentally new pathway for interference suppression.

In this paper, motivated by the fact that the FAS provides
increased spatial degree-of-freedom and can adjust the active
port where the jamming signals suffer from deep fade, we
propose an anti-jamming communication scheme based on the
FAS, which consists of one RF chain, one radiating element,
and multiple open ports. Specifically, we deploy the FAS at
the receiver side, and the active port of the FAS is switched at
the speed of sub-symbol level [14], such that differently faded
signals can be received and deliberately combined to enhance
the useful signals while suppressing the unintentional signals.
While recent work on movable antennas (MA) [15]–[18] has
explored antenna position optimization, this work proposes
fast port switching to counter symbol-level agile jamming.
Specifically, we aim to maximize the achievable rate by joint
transmit beamforming and received sub-symbol combining,
subject to the general power constraints [19] and jamming
channel imperfection. Although the formulated problem is
non-convex, we derive the optimal semi-closed-form solutions,
which significantly reduces the computational complexity.

Compared with the conventional DSSS and FH, the pro-
posed FAS requires a single RF chain while dedicated modu-
lators are demanded for DSSS/FH. In addition, the proposed
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TABLE I
MAIN MATRIX NOTATIONS

Symbol Definition Dimension

H Equivalent legitimate channel matrix CL×N

G Equivalent jamming channel matrix CL×M

Λ Diagonal eigenvalue matrix of J CL×L

Ωk Power constraint matrix for kth cluster CN×N

J Spatial correlation matrix CL×L

FAS does not incur bandwidth penalty, which is critical for
crowded bands. Furthermore, the FAS can be layered with
DSSS/FH for cross-domain robustness. For ease reference, we
list the main variables used in this paper in Table I.

II. SYSTEM MODEL AND PROBLEM FORMULATION

A. Signal and Channel Model

We consider the communication scenario where the trans-
mitter attempts to send the desired signal to the receiver,
while the malicious jammer tries to degrade the legitimate
channel. The transmitter and the jammer are equipped with N
and M fixed antennas, respectively. The receiver has a fluid
antenna whose location can be switched rapidly to one of L
predetermined open ports uniformly distributed over a length
of Wλ, where W > 0 represents the normalized length and
λ denotes the wavelength.

Assume the signals of the transmitter and the jammer
are x = wUsU and z = wJsJ, respectively, where sU ∼
CN (0, pU) is the useful signal, and sJ ∼ CN (0, pJ) is the
jamming signal. pU and pJ are the transmit powers. wU ∈ CN
and wJ ∈ CM denote the transmit and jamming beamforming
vectors, respectively. To enhance the spatial degree-of-freedom
for jamming mitigation, we equally divide one symbol period
into L time slots.

During the l-th sub-symbol slot, l = 1, 2, · · · , L, the l-th
port is activated for signal receiving, and the received signal
is expressed by

yl = h†lx
(0)ejφ + βh†lx

(−1)ejφ + g†l z + nl, (1)

where x(0) and x(−1) represent the current and previous
symbols due to timing offset introduced by high-speed port
switching; β ∈ [0, 1] represents the inter-symbol interference
(ISI) coefficient, where β = 0 denotes no ISI and β = 1
denotes complete overlapping; φ ∈ [0, 2π] denotes the phase
misalignment; hl ∈ CN denotes the channel between the
transmitter and the receiver in the l-th time slot; gl ∈ CM
is defined similarly for the jamming channel; nl ∼ CN (0, σ2)
is the complex additive white Gaussian noise and σ2 is the
variance. The operator (·)† denotes conjugate transpose.

After L time slots, the receiver combines the received sig-
nals with a weighting coefficients vector a† = [a1, a2, . . . , aL]
and obtains

y =

L∑
l=1

alyl. (2)

Substituting (1) into (2) yields

y = a†Hx(0)ejφ + βa†Hx(−1)ejφ + a†Gz + a†n, (3)

where H = [h1,h2, . . . ,hL]† ∈ CL×N represents the
equivalent legitimate channel; G = [g1, g2, . . . , gL]† ∈
CL×M denotes the equivalent jamming channel; n =
[n1, n2, . . . , nL]T ∈ CL is the noise vector following
CN (0, σ2I) with I being the identity matrix. For the FA,
since the adjacent ports are close to each other, the channel
gains at different ports are highly correlated. We use the
widely acknowledged Jakes’ assumption to model the cross
correlation of the channels [20]. Specifically, for the legitimate
channel, each column of H follows CN (0,J). The (l, `)-th
element, ` = 1, 2, · · · , L, of the covariance matrix J ∈ CL×L
is expressed as

[J ]l,` = J0

(
2π
|l − `|
L− 1

W
)
, (4)

where J0(·) is the zero-order Bessel function of the first kind.
As such, we have H = QΛ

1
2V , where Q ∈ CL×L is the

eigenvector matrix of J ; Λ ∈ CL×L is the diagonal eigenvalue
matrix of J ; Each element of V ∈ CL×L is independent
and identically distributed and follows from CN (0, 1). The
equivalent jamming channel G is defined in a similar fashion,
which is omitted here for brevity.

From (3), the achievable rate at the user is simplified as1

R = log2

(
1 +

pU|a†HwU|2

pJ|a†GwJ|2 + pUβ2c+ ‖a‖2σ2

)
, (5)

where c , E{|a†Hw
(−1)
U |2} is a constant associated with

w
(−1)
U , the transmit beamforming at the last slot. We assume

that the legitimate channel H is perfectly known due to the
cooperation between the transmitter and the receiver. However,
obtaining the accurate jamming channel G is difficult. Note
that since the jamming channel is highly related to the relative
position between the jammer and the user, thus G can be
roughly estimated by detecting the jamming power emitted
from the jammer. We use the bounded CSI error model to
represent the effect, i.e.,

Ĝ = G + E, (6)

where ‖E‖ ≤ ε and ε > 0 is an upper bound of the
channel estimation error; ‖ · ‖ is the Frobenius norm. In prac-
tical anti-jamming systems where active channel estimation
is infeasible, we can exploit the spatial correlation structure,
e.g., the Jakes’ model, to reconstruct the jamming channel
from the received power measurements. This guarantees that
the estimation error is bounded by ε, which derives from
measurable noise statistics.

B. The Optimal Jamming Strategy

We assume that a powerful jammer has perfect global CSI
and designs its beamforming strategy wJ based on its perfect

1Note that the phase term ejφ vanishes due to the modulus operation.
However, the phase misalignment indeed affects the demodulation of the
symbols. It requires accurate phase compensation methods for perfect symbol
recovery. To enhance the robustness against phase misalignment, the adaptive
switching granularity can be used, i.e., dynamically adjusting L based on
channel coherence time. For example, smaller L is used in high-Doppler
scenarios. Moreover, pre-calibration of phase shifts can also be used to
compensate the hardware imperfections [21].
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CSI and knowledge of the legitimate system’s transmission
strategy. Thus, for fixed a and wU, the jammer can choose
wJ to minimize the achievable rate at the user based on the
actual channels. Specifically, the jammer needs to solve the
following problem

sup
wJ∈W

|a†GwJ|2, (7)

where W , {wJ ∈ CM |‖wJ‖2 ≤ 1} is the feasible set of wJ.
From the Cauchy-Schwarz inequality, the optimal solution to
(7) is w∗J = G†a/‖a†G‖. This jamming strategy provides
a rigorous lower-bound performance metric for our proposed
scheme under the most adversarial scenario.

C. Problem Formulation

We aim to maximize the minimum achievable rate at
the user against malicious jamming, by jointly optimizing
the transmitter’s beamforming vector wU and the receiving
weighting factors a, subject to the general power constraints
and the jamming CSI uncertainty. Specifically, the problem is
formulated as

max
wU,a

min
‖E‖≤ε

R (8a)

s.t. w†UΩkwU ≤ pk, ∀k = 1, 2, . . . ,K, (8b)

‖a‖2 = 1, (8c)

where constraints (8b) represent that the transmit antennas are
divided into K clusters and the maximum transmit power
of the k-th antenna cluster is pk.2 Ωk ∈ CN×N models
power amplifier constraints for antenna cluster k. Crucially,
the model supports heterogeneity through asymmetric power
constraints, flexible Ωk matrices enabling overlapping/non-
uniform clusters, and compatibility with classic total-power
constraints, e.g., for K = 1 and Ωk = I , constraint (8b)
reduces to the conventional total power constraint. Constraint
(8c) enforces power normalization on the combined signal,
ensuring the achievable rate is well-defined and maintaining
physical realism while preserving optimality. In the following,
we use the alternating optimization framework to handle the
non-convex problem (8).

III. JOINT TRANSMIT BEAMFORMING AND RECEIVING
WEIGHTING FACTOR DESIGN

A. Transmit Beamforming Design

When a is fixed, the problem (8) is reduced to the following
subproblem of optimizing wU

max
wU

tr{H̃WU} (9a)

s.t. tr{ΩkWU} ≤ pk, ∀k = 1, 2, . . . ,K, (9b)
WU � 0, (9c)
rank{WU} = 1, (9d)

2The cluster-based transmit structure models practical systems where
antennas are grouped per physical constraints such as distributed antenna
system where unmanned aerial vehicle (UAV) swarms with independent power
amplifier per cluster, multi-panel base stations where antennas grouped per
radio frequency chain, collaborative Internet of Things (IoT) devices with
local energy budget, etc.

where H̃ , H†aa†H ∈ CN×N and WU , wUw
†
U ∈

CN×N . Constraints (9c) and (9d) derive from the definition of
WU. Constraint (9b) is obtained from (8b), which is intractable
for deriving a closed-form solution of (9). However, note that
the multiple power constraints can be equivalently transformed
into a single unified power constraint, i.e.,

tr{ΥWU} ≤ P, (10)

where P =
∑K
k=1 pk is the total power budget; Υ ,∑K

k=1 θkΩk; θk = ηkP/
∑K
κ=1 ηκpκ is the weighting factor

and ηk ≥ 0 is the optimal dual variable. The dual problem of
(9) can be formulated to find the solution of ηk, i.e.,

min
Q,{ηk}

K∑
k=1

ηkpk (11a)

s.t.

K∑
k=1

ηkΩk − H̃ −Q � 0, (11b)

where Q � 0 is the dual matrix associated with WU. Note that
problem (11) is convex and can thus be efficiently solved by
CVX. Using (10) and defining WU , Υ−

1
2 W̃UΥ−

1
2 , problem

(9) can be equivalently rewritten as

max
W̃U

tr{H̃Υ−
1
2 W̃UΥ−

1
2 } (12a)

s.t. tr{W̃U} ≤ P, (12b)

W̃U � 0, (12c)

rank{W̃U} = 1, (12d)

which takes a similar form of a classical MIMO capacity maxi-
mization problem. The optimal solution is W̃U = Pumaxu

†
max,

where umax denotes the eigenvector corresponding to the
largest eigenvalue of Υ−

1
2 H̃Υ−

1
2 . Recalling the definitions

of WU, we have the optimal semi-closed-form solution to
problem (9), i.e.,

wU =
√
PΥ−

1
2umax. (13)

B. Receiving Weighting Factors Design

When wU is fixed, the problem (8) can be reformulated as
the following max-min subproblem of optimizing a

max
a

min
‖E‖≤ε

pU|a†HwU|2

pJ‖a†Ĝ‖2 + pUβ2c+ σ2
(14)

s.t. (8c).

Define HU , HwUw
†
UH

†, ĜJ , ĜĜ†. The problem (14)
is equivalent to

max
a

min
ĜJ∈∆

pUa
†HUa

a†(pJĜJ + (pUβ2c+ σ2)I)a
(15)

s.t. (8c),

where ∆ = {ĜJ = (G + E)(G + E)†|‖E‖ ≤ ε}. To find
the weight vector a that maximizes the minimum achievable
rate for all possible channel realizations, we first construct a
convex hull as follows

Γ =
{ T∑
t=1

αtGJ,t|
T∑
t=1

αt = 1, αt ≥ 0
}
, (16)
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Algorithm 1 The Proposed Algorithm for Solving (8)
1: Initialize: Convergence thresholds ε > 0, τ > 0;

Randomly generate feasible initial solutions w0
U and a0;

Maximum allowable power {pk}Kk=1 for the K antenna
clusters; The constructed convex hull Γ; Outer iteration
index ı = 0; Inner iteration index  = 0; Calculate the
achievable rate at the user R0 by (5).

2: repeat
3: ı = ı+ 1;
4: Obtain {ηk}Kk=1 by solving (11);
5: Calculate {θk}Kk=1 by θk = ηkP/

∑K
κ=1 ηκpκ;

6: Compute Υ and umax, and obtain wı
U by (13);

7: repeat
8:  = + 1;
9: Obtain {αt}Tt=1 by (22);

10: Calculate a by (19);
11: until |a − a−1| < τ ;
12: Calculate the achievable rate Rı based on a and wı

U;
13: until

∣∣Rı −Rı−1
∣∣ < ε.

where GJ,t represents the t-th element sampled from the set of
∆, with T being the total number of samples. αt denotes the
t-th weighted coefficient. With the constructed convex hull, the
original max-min problem can be converted into a min-max
problem, which is illustrated in the following proposition.

Proposition 1: The max-min problem (15) is equivalent to
the following min-max problem

min
ĜJ∈Γ

max
a

pUa
†HUa

a†(pJĜJ + (pUβ2c+ σ2)I)a
(17)

s.t. (8c).

Proof: See Appendix.
Based on Proposition 1 and the expression of the convex

hull in (16), the optimization problem can be reformulated as

min
{αt}Tt=1

max
a

pUa
†HUa

a†(pJ
∑T
t=1 αtGJ,t + (pUβ2c+ σ2)I)a

(18)

s.t. (8c).

Note that with given {αt}Tt=1, the problem (18) follows
from a generalized Rayleigh quotient form and the optimal
solution is given by

a = eig(HU, pJ

T∑
t=1

αtGJ,t + (pUβ
2c+ σ2)I), (19)

where the operator eig(·, ·) represents the generalized eigen-
vector corresponding to the largest generalized eigenvalue of
a matrix pair.

On the other hand, with given a, we turn to determine the
values of {αt}Tt=1 to minimize the objective function in (18),
such that the minimum achievable rate is obtained. From the
Cauchy-Schwarz’s inequality, it follows( T∑

t=1

αta
†GJ,ta

)2

≤
( T∑
t=1

α2
t

) T∑
t=1

(a†GJ,ta)2, (20)

where the equality is satisfied in case
α1

a†GJ,1a
=

α2

a†GJ,2a
= · · · = αT

a†GJ,Ta
. (21)

Since we have
∑T
t=1 αt = 1, the values of {αt}Tt=1 are

given by

αt =
a†GJ,ta∑T
t=1 a

†GJ,ta
. (22)

The overall algorithm for optimizing the transmitter’s beam-
forming and the receiving weighting factors with imperfect
jamming channel is summarized in Algorithm 1.

C. Complexity and Convergence Analysis

The per-iteration complexity of Algorithm 1 is dominated
by the transmit beamforming subproblem (steps 4-6) and
receive weighting subproblem (steps 9-10). Solving (11) via
SDP costs O(N3), and eigenvalue decomposition (13) costs
O(N3). In addition, the generalized eigenvalue problem (19)
costs O(L3). Therefore, the total per-iteration complexity is
O(N3 + L3). Moreover, as shown in Fig. 1, the proposed
algorithm converges within 4 iterations, demonstrating the
high efficiency. Compared with conventional scheme using
CVX and SDPT3, of which the computational complexity is
O(
√
K(N + L + `)3 log 1

ξ ), where ξ is the target accuracy
and ` ≥ 2 denotes the number of auxiliary variables, the pro-
posed scheme achieves significant computational complexity
reduction.

Regarding the convergence, the proposed Algorithm 1 be-
longs to AO framework. Its convergence is ensured by two
properties, i.e., monotonic improvement and bounded objec-
tive. Specifically, each iteration solves subproblems (9) and
(14) to global optimality, guaranteeing R(i)(w

(i)
U ,a(i)) ≤

R(i+1)(w
(i+1)
U ,a(i)) ≤ R(i+1)(w

(i+1)
U ,a(i+1)). Since the

achievable rate is upper-bounded, from the monotone con-
vergence theorem for bounded sequences, the algorithm con-
verges to a stationary point.

IV. NUMERICAL RESULTS

In this section, we numerically evaluate the anti-jamming
performance of the proposed scheme. The variance of the noise
is σ2 = −110 dBm. The numbers of the fixed antennas at the
transmitter and the jammer are N = 4 and M = 4, respec-
tively. In addition, the antennas at the transmitter are divided
into two clusters, i.e., K = 2, and the power constraints are
p1 = 0.2, p2 = 0.8. The convergence thresholds are ε = τ =
10−4. For comparison, the conventional fixed-position antenna
(FPA)-based anti-jamming schemes relying on zero-forcing
(ZF), minimum mean square error (MMSE), FAS-inspired
combining (FIC) are considered as the benchmark schemes.
In the ZF and MMSE schemes, the receive combining vectors
are designed as aZF = (I−Ĝ(Ĝ†Ĝ)−1Ĝ†)HwU

‖(I−Ĝ(Ĝ†Ĝ)−1Ĝ†)HwU‖
, aMMSE =

(pJĜĜ†+(pUβ
2c+σ2)I)−1HwU

‖(pJĜĜ†+(pUβ2c+σ2)I)−1HwU‖
, respectively. The optimization

of the transmit beamforming follows a similar procedure as in
Section III-A. In the FIC scheme, it applies the same robust
combining strategy derived in Section III-B. However, it is
implemented on a conventional FPA array with λ

2 spacing.
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Fig. 1. Achievable rate versus the iteration, where pU = 0 dBm and pJ = 30
dBm.
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Fig. 2. Achievable rate versus the jamming power, where L = 20, β =
0.001, pU = −20 dBm.
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Fig. 3. Achievable rate versus the jamming power, where L = 20, pU =
−20 dBm, ε = 10−4.

0 1 2 3 4 5 6 7
15.5

16

16.5

17

17.5

18

18.5

19

19.5

A
ch

ie
va

bl
e 

ra
te

 (
bp

s/
H

z)
Prop. FAS
FIC
MMSE

Fig. 4. Achievable rate versus the antenna length, where pU = 0 dBm,
pJ = 30 dBm, β = 0.001.

In addition, to provide a comparison with a contemporary
reconfigurable antenna approach, we have included results
from the recent MA-aided anti-jamming scheme proposed
in [22], which also leveraged antenna mobility for resisting
jamming signals.

First, we evaluate the convergence performance of the
proposed algorithm. The transmit powers of the useful signal
and the jamming are set as pU = 0 dBm, and pJ = 30
dBm, respectively. Fig. 1 depicts the achievable rate versus
the iteration number under varying levels of ISI and jamming
channel uncertainty. For all cases, the proposed algorithm
converges rapidly within 4 iterations, achieving stability re-
gardless of imperfections like ISI coefficient and channel error
bound. This highlights the computational efficiency of the
semi-closed-form solutions derived in the proposed scheme.

Second, we illustrate the improvement in the achievable
rate compared to the conventional FPA based anti-jamming
schemes. Figs. 2 and 3 analyze the achievable rate versus jam-
ming power, emphasizing FAS’s dominance over benchmarks
in mitigating interference. Both figures use L = 20 ports for
FAS, while benchmark schemes employ 9 antennas to match
the same antenna length, i.e., 4λ with W = 4. In addition, the
MA-aided anti-jamming scheme employs 4 antenna elements.
From Fig. 2, FAS consistently achieves higher rates than
benchmark across all pJ levels. For instance, at pJ = 45
dBm and ε = 10−4, FAS attains 13.8 bps/Hz, while the

conventional FPA-based FIC and MMSE schemes only reach
12.7 bps/Hz. This 8% improvement stems from FAS’s ability
to exploit spatial diversity via rapid port switching, which
suppresses jamming signals by combining differently faded
receptions. The conventional schemes constrained by fixed
antenna positions, cannot adapt dynamically and suffers from
limited spatial degrees of freedom. From Fig. 3, FAS demon-
strates superior robustness to ISI. With 1% and 0.1% ISI, FAS
maintains a stable achievable rate gain over the conventional
FPA benchmarks. Compared with the MA scheme, our single-
RF-chain FAS receiver can achieve comparable performance to
a 4-antenna, 4-RF-chain MA system, which demonstrates the
hardware efficiency and compactness of our proposed design.
This gain is primarily because the dense port layout of the
FAS unlocks a much higher effective spatial diversity order
than is possible with a small number of physically separated
MA elements.

Fig. 4 evaluates achievable rate versus antenna length,
revealing FAS’s hardware advantages over FPA. FAS with
port spacing λ

6 achieves higher rates with fewer resources.
At W = 1 and ε = 2 × 10−4, FAS delivers 17.15 bps/Hz,
while FPA with identical antenna length only achieves 15.8
bps/Hz. This gap widens as W increases. Critically, FAS
outperforms conventional schemes even at smaller antenna
lengths, making it ideal for space-constrained devices like
UAVs or IoT sensors. FAS requires only one RF chain,
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reducing hardware costs and power consumption, while FPA
needs multiple RF chains and antennas to match performance.

V. CONCLUSION

In this paper, we proposed an anti-jamming scheme based
on the FAS. To improve the spatial degrees-of-freedom, the
active port of the FAS rapidly switches in one symbol dura-
tion such that multiple received signals can be combined to
mitigate the jamming while enhancing the desired signal. We
maximized the achievable rate by transmit beamforming and
receive combining, in which semi-closed-form solutions were
derived. Numerical results underscore the proposed FAS as
a transformative solution for anti-jamming communications,
combining computational efficiency, robustness, and hardware
economy to surpass conventional approaches.

APPENDIX

We first prove that the following two minimization problems
are equivalent to each other

min
ĜJ∈∆

pUa
†HUa

a†(pJĜJ + γ2I)a
= min

ĜJ∈Γ

pUa
†HUa

a†(pJĜJ + γ2I)a
. (23)

where γ2 , pUβ
2c+σ2. Since the set Γ is a convex hull of the

set ∆, we have ∆ ⊆ Γ and thus max
ĜJ∈∆

a†ĜJa ≤ max
ĜJ∈Γ

a†ĜJa,

which yields

min
ĜJ∈∆

pUa
†HUa

a†(pJĜJ + γ2I)a
≥ min

ĜJ∈Γ

pUa
†HUa

a†(pJĜJ + γ2I)a
. (24)

On the other hand, for any matrix ĜJ ∈ Γ, the equality
a†ĜJa =

∑T
t=1 αta

†ĜJ,ta holds, where
∑T
t=1 αt = 1 and

αt > 0. Therefore, there exists a matrix ĜJ,t ∈ ∆ satisfying
a†ĜJ,ta ≥ a†ĜJa, such that

min
ĜJ∈∆

pUa
†HUa

a†(pJĜJ + γ2I)a
≤ min

ĜJ∈Γ

pUa
†HUa

a†(pJĜJ + γ2I)a
. (25)

From (24) and (25), we prove the equivalence in (23), and
the objective function of (15) can be transformed into

max
a

min
ĜJ∈Γ

pUa
†HUa

a†(pJĜJ + γ2I)a
. (26)

Next, we prove that the max-min problem (26) can be con-
verted to a min-max problem using the saddle point property
[23]. Since the set Γ is convex, the objective function in (26)
is convex with respect to ĜJ ∈ Γ for any given a. According
to [23], we have a saddle point (a◦, Ĝ◦J ) that follows

pUa
†HUa

a†(pJĜ◦J + γ2I)a
≤ pU(a◦)†HUa

◦

(a◦)†(pJĜJ + γ2I)a◦
. (27)

From the saddle point property in the minimax theory, we
know that the maximize and minimize operators in (26) can
be exchanged in order, since both the two problems have the
same solution at the saddle point (a◦, Ĝ◦J ), which completes
the proof.
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